Information Security Leadership

Graduates of our MS in Information Security Leadership program should feel equipped to leverage business and analytical leadership skills while addressing the unique security vulnerabilities and countermeasures facing the digital age.

Program outcomes:

- Assess risks to the security of proprietary information in an organization.
- Understand the technical, organizational and human factors associated with these risks.
- Evaluate information technology tools designed to protect against threats facing organizations.
- Assess the impact of security policies on existing complex systems and organizational objectives while simultaneously considering regulatory requirements and compliance.
- Oversee the information security life cycle of an organization, including planning, acquisition, development and evolution of secure infrastructures.