IMPORTANT — Changes to requirements for Master of Science in Information Security Leadership (formally Information Security), effective fall 2016

After a recent industry review, Graduate Professional Studies is introducing changes to the program requirements for the Master of Science in Information Security Leadership degree. What you need to know:

- Students already admitted into the MS in Information Security Leadership degree prior to April 26, 2016 must follow the program requirements under which they were admitted. These requirements are outlined below.

- Students who applied to the program after April 26, 2016 will follow the new program requirements posted on the MS in Information Security Leadership page for current students.

- All students who graduate after May 2016 will have the new program title on their diploma.

Please contact your student advisor with any questions or concerns.

Program Requirements for Information Security Leadership students admitted prior to April 26, 2016

**Required courses (six courses)**
- RIAS 101 Foundations of Information Security
- RIAS 102 Information Security Management
- RIAS 125 Principles of Computer Incident Response and Investigation
- RIAS 150 Principles of Risk Management in IT Security
- RIAS 180 Leading Security in Complex Organizations
- RMGT 175 IT Security and Compliance

**Elective courses (choose four)**
- RIAS 110 Applied Cryptography and Identity Management
- RIAS 115 Information Technology Forensics and Investigations
- RIAS 120 Securing Applications, Web Services and Software-As-A-Service (SAAS)
- RIAS 130 Software Security Testing and Code Assessment
- RIAS 140 Cloud Security
- RIAS 145 Secure SDCL (Software Development Life Cycle)
- RIAS 155 Secure Mobile Applications and Data
- RIAS 172 Network Security
- RIAS 190 Special Topics in Information Assurance and Security
- RMGT 180 Principles of Business Continuity Planning